21st century hacker’s documentary

Watching this video taught a lot of stuff and made interested in many things as well, also it made me open my eyes about dangerous things I didn’t know about before. First, I learned about hackers and what type of hackers are there. There is white hat hackers and black hat hackers and grey hat hackers. White hat hackers are the good ones who for example defend the system or a software from black hat hackers. Black hat hackers are the bad ones they are the ones that hack things without permission to harm the target , for example hacking a bank for money or hacking profile accounts of individuals for inappropriate use there are many things that they can do to harm the target very much . Grey hat hackers are a mix of black and white they are the ones that hack systems or software’s that they are not supposed to hack into in order to report to the owner who has been hacked about things that they could’ve easily hacked, grey hat hackers are important because they hack everything but there’s a benefit of them because they teach the targets what needs to be fixed. I learned that hackers are everywhere, and they have so much access to everything that has data and they can be dangerous and sometimes good to protect from the bad ones.

I also learned something very shocking and interesting watching this video and it’s that some companies are developing tracking monitors that can be placed in the ID cards of employees and those monitors record every single step that employee is doing weather it’s what they’re doing , or what their saying , or who they are talking too. It seems very interesting and amazing to think about because then companies don’t have to worry about if their employees are doing something that may harm the company or know the company’s data is being stolen for example and sold for a price. These monitors seem to be a big change in companies trusting their employees. It’s a very useful and powerful device that can stop all illegal activities happening are being done by the employees. Which in my opinion is great because those devices are very detailed and collect specific data that need to be known. But I now I’m going to talk about how those things can be very dangerous and might be bad more than good. The tracking monitors that I mentioned can be the most dangerous thing that ever happens , because if companies can have so much information about their employees and can basically spy on them during their working hours , this is when black hat hackers can come in and take advantage of this monitor and take information that shouldn’t be with anyone else . Black hat hackers can flip the situation of this monitor from a good way of trusting employees to having a lot of people’s information in the public and not any information, very private information that can harm those employees if released, and this could cause a disaster.

In conclusion this video has taught me that anything that has a device inside it weather it’s monitors , computers, phones , whatever it is , it can be hacked and used against me , no matter what companies come up with to make sure that their employees are not doing anything harmful , at the end this thing that they invented can be what causes harm to employees and themselves by outsiders and black hat hackers.